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NcKycCTBEHHDbIV MHTENNEKT B KNbepbe3onacHOCTH
Hukuta EBreHbeBuy MpubbiTKoB'?, @ununn leHHagbeBuy BaHopuxun'?

AHHoTauua. CoBpeMeHHbIV POCT KOJIMYECTBA U CIIOKHOCTU KNGEPYTPO3 CTaBUT NOA COMHEHME 3PPEKTMBHOCTD
TPagULMOHHBIX METOAOB 3alUnTbl. MIHCTPYMeHTbl Kubepbe3onacHOCT! Ha OCHOBE UCKYCCTBEHHOTO
nHtennekTa (M) n mawmHHoro obyyeHuns No3BONAOT aHANIM3MPOBATL OFPOMHbIE MACCUBbI AAHHBIX U
BbIABMATb aTaky Ha PaHHMX CTagmMAX, BK/OYasA paHee Hen3BeCTHbIe YrPo3bl, YTO HEAOCTMXKUMO CTaTUYEeCKMN
CUTHaTYPHbIMU cucTeMamin. B faHHONM cTaTbe NpefcTaBneHbl pe3ynbTaTbl MCCNIe[0BaHUA TEXHOOMNIA

MW B chepe nHPpopmaumnoHHo 6e30MacHOCTM: pacCMOTPEHbI COBPEMEHHbIE NOAXOAbI (MALUMHHOE
0b6yueHue, HelpoceTeBble aNrOPUTMbI, MOBEAEHYECKUI aHanu3 1 Ap.) 1 Ux NnpumMeHeHne ana obHapyxeHua
BTOPXEeHWN, BPeOHOCHOro KoAa 1 aHOManuin; NpoaHanu3npoBaHbl NpakTnyeckmne Kencol BHeapeHua U

B Knbepbe30nacHOCTM B POCCUICKMX 1 3apyDOexkHbIX opraHmn3aumax (6aHKOBCKMI ceKTop, Kopnopauuu,
rocceKkTop); onmMcaHbl METOAONOMM 1 MOLENY, UCNoNb3yeMble AnA BbiABNeHUA KubepaTak (SVM, Decision
Tree, K-Means, CNN, Autoencoder n oip.), a TakxKe NpuBeAEHbI NPUMEPbl UHCTPYMEHTOB 1 niatdopm (IBM
Watson, pelweHus «flabopatopumn Kacnepckoro», OpenAl Codex, pa3paboTtkn Ckontexa u ap.). BoinonHeH
CPaBHUTENbHbIN aHaNM3 BO3MOXKHOCTeln U-cuctem 1 TpaauLMOHHbBIX MeTO0B KnbepsalumTbl. OTaenbHoe
BHVIMaHWe yaenaeTca orpaHNYeHnAaM 1 pucKam, CBA3aHHbIM C BHegpeHnem VW: Henpo3payHoCT mofenen,
YA3BUMOCTAM aNiropuTMOB, AedULMTY KafpoB U ap. B 3aknoyeHne onpepeneHbl NepCcneKkTyBbl Pa3BUTUSA

MW B KnbepbeszonacHOCTW. Pe3ynbTaTbl NOATBEPXKAAIOT, YTO NCKYCCTBEHHbIN MHTENNEKT CTAHOBUTCA
KNoYEeBbIM KOMMOHEHTOM NPOAKTUBHOW 3alUKTbl OT KubepaTak, ogHako 3$deKTMBHOE ero NCnosib3oBaHme
TpebyeT NPeoAoIeHNA TEKYLLMX BbI30BOB 1 GOPMUPOBAHMA SOBEPUA K UHTENNIEKTYANIbHBIM CCTEMaM.

KnioueBble cnoBa: NCKYCCTBEHHbIV MHTENNEKT, Knbepbe3onacHOCTb, MalMHHOE 0byyeHme,
06Hapy»KeHue yrpo3s, HeMpPoHHble ceTU, MOBeAeHYEeCKUn aHanus, HopmaLnoHHas 6e30nacHoOCTb.
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Abstract. The modern increase in the number and complexity of cyber threats challenges the effectiveness
of traditional protection methods. Artificial intelligence (Al) and machine learning-based cybersecurity
tools enable the analysis of massive volumes of data and the detection of attacks at early stages,

including previously unknown threats—something static signature-based systems cannot achieve.

This article presents the results of a study on Al technologies in the field of information security. It explores
modern approaches (machine learning, neural network algorithms, behavioral analysis, etc.) and their
application for intrusion detection, malware identification, and anomaly detection. Practical cases of

Al implementation in cybersecurity across Russian and international organizations (banking sector,
corporations, public sector) are analyzed. The article describes the methodologies and models used to
identify cyberattacks (SVM, Decision Tree, K-Means, CNN, Autoencoder, and others), along with examples of
tools and platforms (IBM Watson, Kaspersky Lab solutions, OpenAl Codex, Skoltech developments, etc.).
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A comparative analysis of the capabilities of Al systems versus traditional cybersecurity methods is
provided. Particular attention is given to the limitations and risks associated with Al implementation:
model opacity, algorithmic vulnerabilities, talent shortages, and more. The article concludes by
outlining the prospects for Al development in cybersecurity. The review’s findings confirm that
artificial intelligence is becoming a key component of proactive cyberattack defense, though its
effective use requires overcoming current challenges and building trust in intelligent systems.
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BBepeHme

AKTVBHOe pa3BuTUE LMGPOBON SKOHOMUKA U
rnob6anbHOM CeTM COMPOBOXAAETCA SKCMOHEHLU-
anbHbIM POCTOM KubepaTak M HOBbIX BUAOB Yrpo3.
Mo paHHbIM aHanuTMKOB McKinsey, B nepuog ¢ 2021
no 2022 rop obuiee uncno Knbepyrpos B Mmpe yBe-
nmumnocb Ha 200%. Oxunpaetca, uto K 2025 rogy
rnobanbHbIn yiep6b oT Knbepatak 4OCTUTHET acTPO-
HOMUYECKON BennuuHbl B $10,58 TpnH gonnapos
[OBUMHHMKOB 2024]. OQHOBPEMEHHO YCSI0KHAETCA
n naHpwadt yrpos. Tak, B 2023 rogy yeTBepTb ONpo-
LEHHbIX NOoJSib30BaTeNen NMNYHO CTONKHYNNCH C MO-
LUEHHNYECTBOM, BbIMOSIHEHHbBIM C MOMOLLbIO NoaAen-
Kn ronoca yvepes U, npruém 77 % n3 HUX noHecnu
¢drHaHcoBble noTepu. TpaANUNOHHbIE CPeacTBa Ku-
6ep3aLmTbl YaCTO OKA3bIBAKOTCA HEAOCTAaTOYHO 3¢-
beKTUBHBIMU Nepes NULLOM TaKUX CITOXKHBIX U HOBbIX
aTtak. [lpyMeHeHVe NCKYCCTBEHHOIO WHTENNEeKTa B
NHPOPMaLMOHHON 6e30MaCHOCTN CTaNo HACYLHOWN
HeobXoAMMOCTbIO, MOCKONbKY YenoBeK, faxe obna-
[laA BblCOKOM KBanudurKaymen, He cnocobeH onepa-
TUBHO 06paboTaTb KONOCCasibHble 06 bEMBI JaHHbIX,
reHepupyembiX COBPEMEHHbIMU UHHOPMALIMOHHbI-
MU CUCTEMaMK [TaM xe].

MW npepoctaBnaeTt knbepbe3zonacHOCTN HOBble
KauyecTBa: AMHAMMUYHOCTb M aAanTMBHOCTb. Bmecto
npeayCcTaHOBEHHbIX MPaBWA U CUTHATYp, WHTEN-
NeKTyanbHble MOAEeNM 0b6yyaloTcsa Ha 6OMbLUMX Mac-
CMBaX AaHHbIX N CNOCOOHbI CaMOCTOATENbHO ObOHa-
py»XrMBaTb aHOMaJibHble MaTTEPHbl, COOTBETCTBYIO-
LW1e NoTeHUnanbHO BPeJoOHOCHOM akTUBHOCTU. ITO
O3HayvaeT nepexop OT PeaKTMBHOM 3aLlUTbl K NPOaK-
TUBHOW — NpeayraabiBaHNO U NpPefoTBpPaLLeHNIo
aTak Ha paHHUX cTaguAax. Hanpumep, noBegeHye-
CKMe anropuTMmbl CMOCOOHbI 0ByuMTbCA NpoduUNo
HOPMasNibHOW aKTMBHOCTW MOMb30OBaTeNen 1 y3noB
CETU M MFHOBEHHO CUIHANN3UPOBaTb O JOObIX OT-

1 © H. E. NpubbiTkos, 0. I. BaHopuxuH, 2025
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K/TOHEHMAX, XapaKTepHbIX ANA aTaku, eweé [0 npu-
ynHeHusA ywepba. Kpome Toro, TexHonorun MM no-
3BONAIOT aBTOMAaTU3MPOBaTb PYTUHHbIE Onepauumn
Knbep3awmnTbl, TEM CaMbiM 3HAYUTENIbHO YCKOPAA
Bpems OOHapY>KEHNA 1 pearnpoBaHNA Ha aTakW.

AKTyanbHOCTb TeMbl 06yC/IOB/IEHa He TONbKO Po-
CTOM Yrpos3, HO 1 ocTynHocTbio W Kak gnAa 3awmr-
HUKOB, TaK U ANA 310YMbILUSTIEHHNKOB.

Llenb faHHOM paboTbl — BbINOIHUTL BCECTOPOH-
HUIA 0630p TEXHONOI I NCKYCCTBEHHOIO MHTENJIEKTA.

MeToponorusa nccnepoBaHunA

1. MeTogonornyeckyto OCHOBY WCCNeaoBaHWN

COCTaB/AIOT:
2. AHanu3 coBpeMeHHblx N-meTtopoB obecne-
yeHUss MHGOPMALMOHHON  Ge3onacHoOCTU

[Deep Learning-based... 2021; 7-10];

3. V3yyeHune aHanuUTMyeCKNUX OTYETOB N MaTepu-
anoB npodeccroHanbHbIX opraHu3aunin [OB-
YNHHUKOB 2024; VICKyCCTBEHHbIN WHTENneKT
B MHOOPMALMOHHOM... 2024; «T-baHK» co3pan
NU-accucTeHTa... 2025; KnbepbesonacHocCTb
N NCKYCCTBEHHbIN MHTennekT 2025];

4. CpaBHUTENbHbIN aHANU3 apXUTEKTYpP U anro-
putmoB (SVM, Random Forest, K-Means, CNN,
Autoencoder n gp.);

5. WccnepoBaHme npakTUyecknx Kencos BHe-
ApeHuns peleHnin Ha 6a3e MW B drHaHCOBOM,
KOpMopaTBHOM V1 MPOMbILLJIEHHOM CEKTOPaXx
[«T-BaHk» co3pgan NN-accucTteHTa... 2025; Co-
nosbeB 2025; Knbepbe3onacHOCTb 1 UCKYC-
CTBEHHbIN nHTENNeKT 2025].

Ncnonb3oBanucb mMeToabl KOHTEHT-aHanu3a, cu-

cTeMaTv3aumn 1 CPaBHUTENbHOrO aHanm3a.

Pesynbratbl nccnegosaHuns

MawwnHHoe o6yuyeHne n aHanu3 AaHHbIX. Knac-

cnyeckme anroputmbl MO Hawnm Wwmnpokoe npume-
HeHne B cucTeMax KubepbesonacHocTn. Ha atane
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OOHapyXeHUsA aTak anropuTMmbl KrnaccudurKkaumm
obyualoTca pasnnuyatb «310YMbILWIEHHOE» NoBefe-
HMe MO MHOXEeCTBY MPU3HAKOB CeTeBOro Tpaduka,
CUCTEMHbIX BbI30BOB, GalIOBbIX XapaKTEPUCTUK U
T. 4. Hanpumep, B peweHnuax «Jlabopatopun Kac-
nepckoro» ANAA BbiABNEHUA NPOABUHYTbIX Yrpos3
ncnonb3ytotca anroputmbl Random Forest n aHa-
nn3 TF-IDF, obpabaTbiBalowe orpoMHble 06BbEMDI
TenemeTpum CO MHOXeCTBa YCTPOWCTB. DTO NO3BO-
nAeT BblAenATb efBa 3amMeTHble MHANKATOPbl KOM-
npomeTauun, KoTopble MOrin Obl YCKONb3HYTb OT
TPaANLMNOHHbIX CUTHATYPHbIX CUCTEM, 1 TEM CaMbIM
MOBbICUTb OOWKMIA YpOBEHb OOHapyXeHMA aTak Ha
25 % [OBunHHMKOB 2024]. C gpyron CTOPOHbI, He-
NOAKOHTPOJSIbHOE 06yUYeHMe NO3BONAET UCKATb aHO-
manun 6e3 3apaHee pa3meueHHbIX JaHHbIX [Deep
Learning-based... 2021]. MeToaunkn Knactepmsauum
(Hanpumep, K-Means) rpynnupyoTt cxoxme cobbiTmaA
N BbIAABNAIOT BbIOPOCHI — NOTEHLUMANbHO NOA03PU-
TeNbHYI0 aKTUBHOCTb, paHee He BCTpeyaBLytoca. Ta-
KO noBeAeHYeCKUN aHanu3 CTpouT npodunb Hop-
Mbl AnA Nofib3oBaTenemn N CUCTEM U CUTHaNu3upyeT
O HETUMNYHOM OTKNOHEHUW, YTO 0COOEHHO 3P dek-
TVUBHO NPOTUB HOBbIX, HEN3BECTHbIX YIPO3.
y6okoe obyuyeHne n Hempocetn. CoBpemeH-
Hble HEMPOHHbIE CETU HaXO[AT NPUMEHeHNe B 3aJa-
yax KnbepbesonacHocTu, Tpebyrowmnx BbIABIEHUA
CNOXHbIX HENIMHENHbIX 3aBUCMMOCTeN. PeKyppeHT-
Hble HenpoceTM WUCMOMb3ylTCA ANA aHanus3a no-
cnefoBaTeNlbHOCTEN COObLITUIA BO BPEMEHU — CU-
CTEMHbIX JIOTOB, CEPUIN CeTEBbIX 3aNPOCOB, KOMaHA,
BBOAUMbIX 3/10yMbIlNeHHMKOM. OHU no3sonsaioT
ynaBnAnBaTb BpeMeHHble 3aBUCUMOCTI U NaTTepPHb,
npegwecTsyowWne atake, YTo NOMOraeT B BbiAB/e-
HUK UeneBbIxX aTak N ATP-kamnaHun [Deep Learning
Approaches... 2025]. ABTO3HKOAEpPbl — €Llé OAUNH
pacnpoCTpaHEHHbIN TUN HeMpoceTeBbIX MOAdenen —
NPUMEHAIOTCA ANA AeTEKTUPOBAHMA aHOMANUNn: aB-
TO3HKOZep 0byyaeTca CKUMaTb U BOCCTaHaBNMBaTb
[aHHble, XapaKTepu3ywwme HOpPMasbHy0 paboTy
CUCTEMbI, @ NPV NOCTYMJIEHNN OTKJIOHAKLWNXCA AaH-
HbIX owwnbKa PEKOHCTPYKUMM pPe3Ko Bo3pacTaer,
CUrHanNM3npya O BO3MOXHOW aTake [Autoencoder
Based Network... 2020]. Tako noaxon nokasan 3¢-
GEKTMBHOCTb B OOHApY»KeHUWN CeTeBbIX aHOManuMn,
CKPbITOrO BpPefoHOCHOro Tpaduka 1 Jaxke B BblsiB-
NEHUN MOLUEHHNYECTBA B GMHAHCOBbIX TPaH3aKLU-
AX. HakoHeu, reHepaTuBHble mogenu (Hanpumep,
GAN — reHepaTMBHO-COCTA3aTENIbHbIE CETU) HAXO-
LAT MPUMEHEHME KaK ANAa aTaky, Tak U oNa 3alnThbl:

3/10yMbILIEHHUKM MOTYT reHeprpoBaTb peanncTny-
Hble GULLMHIOBbIE NUCbMA UK U30b6paxeHna (gun-
denkn) ana obmaHa cuctem n nogen, a cCneumanmcTbl
no 3awmte ucnonb3ytoT GAN gnAa co3pgaHnA UCKYyC-
CTBEHHbIX JaHHbIX, Ha KOTOPbIX MOXXHO obyuaTb Je-
TeKTopbl 6€3 pucKa yTeukn peanbHon nHGopmaLmm,
NN gnAa TeCTUPOBaHUA MoJenen Ha YCTOMYMBOCTb
(reHepupyA agBepcapHble NpUMepbl — 0CO6bIM 06-
pa3oM M3MeHEHHble BXOAHble faHHble, CNOCOOHbIe
BBecTV VW B 3ab6nyxaeHune).

WHTennekTyanbHbin aHanuM3 COAEPKNMOro
(NLP n ap.). W akTMBHO NprMeHAETCA ANA NOHNMa-
HUA 1 GUNbTPALUN TEKCTOBOW N MYNIbTUMEANNHOM
NHPopMaumm C uenbto obecrneyeHna 6GesonacHo-
cTn. Anroputmbl 06pabOTKN eCcTeCTBEHHOIO A3bl-
Ka (NLP) ucnonb3yiotca B cuctemax GunbTpayum
cnama n GULWNHra: CoBpemMeHHble mogenu (Hanpwu-
mep, TpaHcdopmepbl Bpoae BERT 1 GPT) cnocobHbl
aHanM3npoBaTb COAepaHue NUCeM, COOOLLEHUN
N Beb-CTpaHuL, BbIABMASA B HUX COLMANIbHO-UHXKeE-
HepHble YNOBKWU, NPU3HAKN GULIMHIA UK KOMaHA
ynpasneHua malware [Ogundairo 2024].

MNpeaunkTneBHasa aHanutnkanThreatIntelligence.
NW-TexHONOrMM NO3BONAIT NOBbICUTL  dPdek-
TUBHOCTb pa3Begkn yrpos (Threat Intelligence) 3a
CYET aBTOMaTMUeckoro cbopa 1 aHanm3a OTKPbITbIX
MCTOYHMKOB, TeHEBbIX GOPYMOB, AAHHbIX O HOBbIX
YA3BMMOCTAX U aTakax. Hanpumep, anropntmbl Mo-
ryT NpoaHanu3nmpoBaTb COObLEeHMA XakepcKmx Go-
PyMOB M 3apaHee OOHapyXWTb MiaHbl KammnaHWUN
nnn obcyxaeHne 3SKCMIONTOB, ewé [0 TOro Kak
aTaka peanus3oBaHa [MICKyCCTBEHHbI NHTENNEeKT B
NHPOpPMaLnOHHON... 2024]. Kpome Toro, Ha oOCHOBe
CTaTUCTMKK NpoLwsbix aTak M-mopenu cTpoAaT npo-
rHO3bl Hanbonee BEPOATHLIX BEKTOPOB HamageHUs
Ha KOHKPETHYI0 OpraHu3aumio C y4étom eé npodu-
NA N YA3BUMOCTEW, YTO NOMOraeT NPOAKTUBHO YCU-
NATb 3aLLMTY Ha 3TUX HanpasnieHuAX. Takne NPorHo-
3upyowme mogenu pucka yxke sHegpsattca B SOC
(ueHTpax MOHUTOpPUHra 6e3omnacHOCTM), NO3BONAA
pacnpefenaTtb pecypcbl Ha Hanbonee KpUTUYHbIE
yrpos3bi.

ABTOMaTM3aUnNA N OTBeTHble aencrBusa. Ewé
ogHo npeumywectso MM B kKmbepbeszonacHOCTU —
CNOCOBHOCTb YCKOPATb pearnpoBaHne Ha MHUNAEH-
Tbl U AaXe BbIMOMHATb YacTb onepauunii aBTomMaTu-
YyecKku B pexume peanbHoro spemeHun. CoBpemeH-
Hble pelweHuna knacca SOAR (Security Orchestration,
Automationand Response), nHterprpoBaHHbie c N,
MOTYT CaMOCTOATENIbHO NPOBOAUTL paccriefoBaHne
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TUMOBbIX MHUMAEHTOB MO 3afaHHbIM NapaMeTpam 1
Jake NpeanpuHUMATDL 3auTHbIE Mepbl 6e3 yyacTua
yenoseka. Hanpumep, komnaHuma IBM coobuyaet, uto
eé cuctema IBM Security QRadar ¢ M-nomowwHu-
KOM MOXeT aBTOMaTn4yeckn obpabatbiBatb Ao 85 %
ornoBelleHnn o 6e30MacHOCTN, CaMOCTOATENIbHO
NOBbIWAA WM NMOHMMXAA NX KPUTUYHOCTb, N TEM Ca-
MbIM CHUMATb C aHANIMTUKOB PYTUHHYIO HarpysKy
[OBUMHHMKOB 2024]. A BKlOYEHMEe reHepaTUBHO-
ro M B kKoHTyp SOC No3BONMNO COKPATUTb BpemA
paccnefoBaHUA OCTaBLUMXCA CTOXHbIX MHUNOEHTOB
MOYTU HAMONOBUHY 3@ CYET aBTOMATUYECKOTO CyM-
MUPOBAHWNS AAHHbIX, KOppPensunm cobbiTuin n pe-
KOMeHZauum no pearnpoBaHuto. Noxoxkmnm noaxop,
peanv3oBaH 1 B HoBoM cepBuce Microsoft Security
Copilot, rae mogenb GPT-4 o6pabaTbiBaeT CUrHasnbl 1
norvpyeT MHUNAEHTbl, OTBEeYasa Ha 3anpocCbl aHanu-
TMKOB B AMIafIOFOBOM peXKMme 1 Npeasaras warm no
ycTpaHeHuto yrpo3. Takum obpaszom, N He Tonbko
oOHapy>XMBaeT aTakn, HO 1 3HAYMTENIbHO MOBbILIAET
3¢ PeKTMBHOCTb 3Tamna pearvpoBaHWsA, YMeHbluas
«BPEMS XKU3HW» YIrPO3bl B CUCTEME.

Noasoaa wtor, coBpemeHHble TexHonorun WU
OXBaTbIBAOT BECb LMK KNbepbe3onacHOCTU: OT MO-
HUTOPUHIa 1 OOHapPY>KeHUA aHOMaNun Ao aHanu3a
WHUNOEHTOB, NPEANKTUBHOW aHAaNUTUKN U aBTOMa-
TM3auum 3awWmTHbIX Mep. bnarogapa mawuvHHOMY
00y4YeHNI0 N HEMPOCETAM CUCTEMbI KMbep3alyuTbl
CTann 6onee afganTUBHbIMW, MPOAKTUBHBLIMA U Mac-
wrabupyembimMn. B cnegytowem pasgene paccmo-
TPVM NPUMepPbl PeasibHOro BHeAPEHUA STUX TEXHO-
NOTNI B OPraHM3aumaxX pasinyHbIX CEKTOPOB.

0630p NpakTUKn npumeHeHna A

[MogBoaAa wuTtor: coBpemMeHHble TexHonorun WU
OXBaTbIBalOT BECb LMK Knbepbe3onacHOCTU: OT MO-
HUTOPWHIa U OOGHapPY>KeHMA aHOManun JO aHanusa
WHUNOEHTOB, NPEANKTMBHOW aHAaNUTUKN 1 aBTOMATH-
3auun 3aWmnTHbIX Mep. bnarogapa mawmHHOMY 0OY-
YEHWI0 N HENPOCETAM CUCTEMbI Knbep3almTbl CTanm
6onee aganTMBHbBIMKU, MPOAKTUBHLIMKA WU MaclITabu-
pyembiMn. B cnegytolem pasgene paccMoTpum npu-
Mepbl peanbHOro BHeApPeHWA STUX TEXHONOMNIN B Op-
raHM3aumax pasNnNYHbIX CEKTOPOB.

MpakTrnuecknin onbIT NOKa3blBaeT, YTO UCMOMb30-
BaHME WCKYCCTBEHHOrO WHTENNEeKTa yXe MPUHOCUT
OLLYTUMble pe3ynbTaTbl B 3awwuTe nHpopmavmm. Pac-
CMOTPUM HECKOJIbKO KOHKPETHbIX KENCOB BHEAPEHNA
NWU-pelueHnin B Knbepbe3onacHOCTA, Kak B POCCUN-
CKMX KOMMaHWAX, Tak 1 3a pybexom, BKovasa H6aH-
KOBCKWI CEKTOP N KOPNOPATUBHbIE CUCTEMDI.

(DuHaHCcoBble oOpraHu3auMM TPaAWUMOHHO Ha-
XOOATCA B aBaHrapAe BHeapeHua nHHosauunm B Ub,
MOCKOJbKY CTafIKMBAlOTCA C MOCTOAHHbIMU Kunbe-
paTtakamm M MOLLIEeHHMYeCTBOM. ApKnn npumep —
rpynna «TuHbkodd» («T baHK»), KoTopasa B 2024 rogy
pa3paboTtana nepsoro B Poccun MiN-accncrenta no
NHPOPMaLMOHHON 6€30MacHOCT! NoA Ha3BaHMEM
Safeliner. Ero 3agaya — nomoub 3awWmaTb MNpo-
rpaMMHble NPOAyKTbl 6aHKa Ha 3Tane pa3paboTku
n skcnnyaTauun. Safeliner nHterpupoBaH B cpepy
pa3paboTkn (GitLab) n ncnonbsyet 6onbluyto A3bl-
KoByto mogenb (LLM) ana aHanm3a ncxogHoro Koga
Ha Hannume ya3BMMOCTEN 1 BbiZauu pa3paboTumkam
peKkomeHAaumn no ncnpasneHnio [«T-baHk» co3pan
NW-accnctenTa... 2025]. Ecnn ctatnuecknn aHanms
KoZa oOHapy»KMBaeT NOTEHLMANIbHO OMACHOE MeCTO,
NWN-accncteHT PunbTpyeT noxHble cpabaTbiBaHUA,
AOCTYMNHbIM A3bIKOM MOACHAET CyTb Npobnembl ©
TYT XKe npepsiaraet ncnpaBfieHHbIN GparmMeHT KOAa,
KOTOPbI pa3paboTunKky OCTaéTcA NMLb YTBEPANUTD.
Bce BbluMcneHnA NponcxoaaT BHYTPU KOHTYpa KOM-
naHun, 6e3 obpaleHna K BHewHUM APl, 4yTo Bax-
HO ANA CoOXpaHeHUA KOHPUAeHUManbHOCTN Koaa. B
pe3ynbTaTe BHegpeHua Safeliner npouecchl noncka
N YCTPaHeHUA yA3BMMOCTEN Yy «TMHbKOPD» ycKopu-
nucb ao 5 pas, a konnuectso owmnbok 6esonacHo-
CTW B BbINyCKe NPOAYKTOB 3HAUNTENTbHO CHU3UNOCh.
OueHOUHbIN 3KOHOMUYECKUI 3PPEKT — SKOHOMUA
csbiwe 1 mnpa pyb. B rog 3a CYET NpeaoTBpPaLLEH-
HbIX MHUMAEHTOB 1 ONTMMM3auum Tpygo3aTpart. Kpo-
Me Toro, 6aHK nnaHupyeTt npegoctaBuTb Safeliner
Kak CepBMUC 1 APYrMM KOMMAHWAM, YTO rOBOPUT O
BbICOKOW YBEPEHHOCTWN B pelleHnn. ITOT Keuc ae-
MOHCTPUPYET BO3MOXKHOCTU chBura Bneeo (shift-
left) B 6e30nacHocTu ¢ nomowbio N — ycTpaHeHua
YA3BMMOCTEN elwé Ha dTane ux NoABneHus, 4o Toro
Kak OHM CMOTYT ObITb SKCMAYyaTUPOBAHbI 3/I0YMbILL-
NEeHHUKamu.

Poccuinckue 6aHkn npumeHstotr MM He Tonbko
ANA 3aWMTbl NPUIOKEHN, HO N ANA NPOTUBOAEN-
CTBUA MOLUEHHMYeCTBY 1 Knbepatakam. Tak, B8 CMU
OTMEYanochb, YTO OAMH U3 BAHKOB C MOMOLLbIO COO-
cTBeHHOW nnatdopmbl Ha 6aze W npepotBpaTtun
XuieHna bonee yem Ha 500 mnH pybnen Bcero 3a
KopoTkuin nepuog. Cuctembl fraud detection Ha
6a3e MalVHHOro obyyeHna aHaNU3NPYIOT Nnosege-
HMe KNMEHTOB 1 TPaH3aKUMn B peXXMMe peasibHoro
BPEMEHUN, MTHOBEHHO ONMOKUpyAa noJo3putenbHble
nepesogbl [OBUnHHMKOB 2024]. Hanpumep, W cno-
cobeH yumnTbiBaTb AecATKN GpaKkTOpOoB (reonokaumio,
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BpemMAa onepauuu, TUM nonyyaTens, UCTOPUIO aK-
TUBHOCTW KJIMEHTA) U NPUCBanBaTb AMHAMUYECKNIA
puUcK-6ann Kaxkaon TpaH3akumn. Ecnm coBOKynHbIn
PUCK MpeBbIWaeT Nopor — onepaunsa fnomeyvaet-
CA Kak NOTeHUMaNbHO MOLUEHHNYeCcKaa u Tpebyet
[AOMONHUTENbHOIO  NOATBepXAaeHuA. bnarogaps
06yUeHNI0 Ha NCTOPUYECKUX JAHHBIX O MOLUEHHU-
yecTBax Takve Mofenu BbIABAAIOT CNOXHble CXeMbl
(yepepa Menkmx nNepeBOdOB, «pPA30rpeB» CYET],
nogmeHa SIM-kapT u T.n.), HeAOCTYNHblEe ANA KECT-
KO nponuncaHHbIX npaswi. 1o AaHHbIM KOMMAaHUW
TuHbKodP, eé cepBuC «JloBYLIKA ANA MOLIEHHNKOBY
¢ M-onpepeneHnem 3BOHKOB Y»Ke He nepBblil rof
nomoraeTt 6noKMpoBaTb TenepoOHHOE MOLUEHHUNYe-
CTBO, aBTOMATMYeCKn GUNbTPYA NOJo3pUTENbHbIE
BbI30Bbl U NpefoTBpaLLaA COUNANbHYIO UHXEHEPUIO
KNNEHTOB.

Kopnopauum u NpOMbIWIEHHbIE KOMMaHUN.
KpynHble OU3HEC-CTPYKTYPbl aKTMBHO BHeApAT
pelweHuna Ha 6aze UM ana 3awmTtbl cBomx nHbopma-
LMOHHBIX CUCTEM U WHTENNEKTYanbHOW COOCTBEH-
HocTW. [MpumeHeHne BapbupyeTCcA OT MPOAYKTOB
CTOPOHHMX BEHAOPOB A0 pa3paboTok in-house.
OanH 1”3 MUPOBLIX NUAepoB KnbepbesonacHo-
ctn — Darktrace (BenukobputaHusa) — npegnaraet
KopnopaTtuBHbIM KnveHTam nnatpopmy Enterprise
Immune System, KoTopaa nucnonb3yet nepenosble
anropuTMbl MalWHHOTO U rnybokoro obyuyeHus
[N MOHUTOpPWHIA ceTeBOro Tpadrka opraHm3aluu.
Cnctema B aBTOHOMHOM peXUME CTPOUT «UMMY-
HUTET» — NPOPUIb HOPMANbHOW aKTUBHOCTU — W
cnocobHa MrHOBEHHO OOHapy»KMBaTb OTK/IOHEHNA,
CBUAETENbCTBYOWME O MPOHUKHOBEHUN VAN BHY-
TpeHHen yrpo3e [Knbepbe3onacHOCTb M MUCKYC-
CTBEHHbIN MHTeNNeKT 2025]. JONONHUTENbHbIA MO-
pynb Darktrace Antigena BbIMOnHAET aBTOMaTuye-
CKOe pearnpoBaHue: Npu BbIABEHUN aTakn OH 6e3
y4yacTma yenoBeka 13onupyet 3apakéHHble YyCTpoun-
CTBa UK 6NOKMpyeT NoJOo3pUTESIbHbIE COEANHEHNA,
npepgoTBpallas pa3BuUTUE MHUMAEeHTa. MNopobHble
CUCTEMbI YXKe MCMONb3YITCA ThiICAYaMM KOMMAaHWI
no BCeEMy MMPY ANA 3aWunTbl KOPNOPATUBHbIX ceTen,
BK/OYasa 6GaHKW, TeNeKOMMYHUKALMOHHbIE U MPO-
MbILUSIEHHbIE NPeAnpPUATUA.

Opyron npumep aMmepuKaHckaa ¢upma
CrowdStrike, cneumanmsmpyowasaca Ha 3awu-
Te KOHeYHblX TouyeK. EE€ dnarmaHckum npoaykrt
CrowdStrike Falcon ocHawéH WW-mogynem, aHa-
NV3VPYIOLWUM NOBEAEHNE MPOLECCOB Ha pabounmx
CTaHUuMAX n cepsepax. Falcon oTcnexunBaer coTHM

napameTpoOB aKTUBHOCTU B CUCTEME W MPWU MOMO-
WX anroputTMOB MALWIMHHOIO O6yyeHMA OTniMyaeT
HOpMasibHyl0 PaboTy NPUNOXKEHUI OT BPedoHOC-
Hon (Hanpumep, wudposaHme Gpannos ransomware,
NOMbITKN 3CKanauum npmsunernin n np.). BaxHon
YaCTblo ABNAETCA aHaNUTNKA NOBeAeHYECKNX UHAU-
kaTtopoB (UBA): Falcon HakannuBaeT npodunu nonb-
30BaTesiel M YCTPONCTB 1 0OHapY»KMBaeT aHOManuu,
HanpumMep, ecnn yyeTHasa 3anncb agMUHUCTPATOPA
BAPYr BbINONHAET AENCTBUA, €l He CBONCTBEHHbIE
(MaccoBoe co3paHMe akKayHTOB, OCTaHOBKa CyX6
6e30MacHOCTN), TO cpabaTbiBaeT MFHOBEHHOE OMo-
BewleHwue. Mo paHHbIM CrowdStrike, nx MN-cuctema
Nno3BoNAeT aBToMaTM3npoBaTb A0 88 % PYyTUHHbIX
paccnefoBaHUn MHUMAEHTOB Ha paboumx cTaHuum-
AX N CyLWEeCTBEHHO COKpallaeT Bpems OT BblABMe-
HMA aTakn OO0 ee nokanmsauuun [Tam Xel. PewieHuns
CrowdStrike npumeHaloTcA B opraHusaumax 3gpa-
BOOXPaHeHUsA, PO3HNYHON TOProBnun, GMHAHCOBOrO
CeKTopa no Bcemy mMupy.

Kopnopauuun Takxe ncnonb3ytoTt Al gna 3awutol
BeO-NpunoxeHun n obnauHbix cuctem. Hanpumep,
kKoMmnaHua Fortinet uHterpuposana N B ceon mex-
ceTeBble 3KpaHbl: 6paHamayap FortiGate c nogpepx-
Kon Al aHanu3upyeT ceTeBble Ceccuin, BbIABNAA Yrpo-
3bl HA OCHOBE NMATTepPHOB TpaduKa, N MOXKET aBTOMa-
TUYECKN NPUMEHATb GUNBLTPbLI M NPaBWa B OTBET Ha
0ob6Hapy»eHHy1o aTaky [Tam xe]. Be6-akpaH FortiWeb
¢ anemeHTamn MO oTcnexuBaeT noBefeHVe MNoJb-
30BaTefien Ha camTax M NocpefCcTBOM MAaLUMHHOrO
06yuyeHUA BblUNCNAET BEPOATHOCTM TOTO, YTO onpe-
AenéHHaa nocnefoBaTeslbHOCTb 3anpocoB ABMAeT-
ca atakon (SQL-nHbekuymen, XSS v np.). 10T Nogxon
no3BosniAeT 6/1I0KMPOBaTb faxe Te aTaku, CUrHaTypbl
KOTOPbIX elwé He BHeCeHbl B 6a3bl, — 3a CYET noBe-
AEHYEeCKMX aHOManun N BEePOATHOCTHOIrO aHanmsa.
MNopo6Hble peweHuna ot Palo Alto Networks (Hanpu-
mep, nnat¢opma Cortex XDR) coBmellator aHanms
TenemeTpum C pabounx cTaHumn, cetern 1 obnaka,
npumeHaa ML/DL-anroputmbl 4nA BbIABNEHNA yrpo3
N KOOPAMHALMKX 3aWunTbl HA Pa3HbIX y3nax UHpa-
cTpyKTYypbl. Palo Alto 3aaBnser, uto nx NA-cucteml
MOMOraloT TakNM KNreHTaM, Kak Salesforce, B pexu-
Me peanbHOro BpeMeHu OTCeKaTb C/I0XKHbIe aTaku U
BPeAOHOCHbIe aKTUBHOCTW, KOTOPbIe paHbLle MOrn
OCTaBaTbCA HE3aMeUYEeHHbIMMU.

BbiBOAbI

MNpoBenéHHbIN aHann3 AeMOHCTPUpPYET, YTO:

« W 3HauntenbHO nosbiwaeT 3PPeKTUBHOCTb

o6HapyXeHuA yrpos, obecneumBas NpoaK-
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TUBHYIO 3aLLNTY; «  KOYEeBbIMU Npobnemamy OCTaloTCA Hemnpo-
mogenu MO v rny6oKkoro obyueHus ycnewHo 3payYHoCcTb Mogenen, yassumoctn WU, nedu-
BbISIBNISIIOT C/TOXKHbIE aHOMaNVM U HOBbIE TUMbI UWT KBaIMULMPOBAHHbBIX KaJpOB.

aTak; NCKyCcCTBEHHDBI UHTENNEKT CTAHOBUTCA KPUTW-

N cHnXKaeT HarpysKy Ha CneLuvanncToB, aB- YeCKM BaKHbIM KOMMOHEHTOM COBPEMEHHOW Ku-
TOMATU3MpPYEeT 3Tanbl pearnpoBaHus 1 pac- 6ep6be3onacHOCTW, OAHaKO Ans ero 3$GPeKTUBHOIo
cnefloBaHus; NpYMeHeHns TpebyeTca pas3BUTME METOLONOrN,
B peanbHbIX Kelcax BHeapeHve VIV nNprBo- HOPMAaTMBHOWM 6a3bl U MOBbIWEHNE [OBEPUA K UH-
OUT K CYLIECTBEHHOMY CHVXKEHWIO PUCKOB W TeIeKTyasIbHbIM CICTEMAM.

3KOHOMUU PeCYpPCOB;
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